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(2) The place where the X-ray system
is in operation.

(g) The American Society for Testing
and Materials Standard F792–82, ‘‘De-
sign and Use of Ionizing Radiation
Equipment for the Detection of Items
Prohibited in Controlled Access
Areas,’’ described in this section is in-
corporated by reference herein and
made a part hereof pursuant to 5 U.S.C.
552(a)(1). All persons affected by these
amendments may obtain copies of the
standard from the American Society
for testing and Materials, 1916 Race
Street, Philadelphia, PA 19103. In addi-
tion, a copy of the standard may be ex-
amined at the FAA Rules Docket,
Docket No. 24115, 800 Independence Av-
enue, SW., Washington, DC, weekdays,
except Federal holidays, between 8:30
a.m. and 5 p.m.

(h) Each certificate holder shall com-
ply with X-ray operator duty time lim-
itations specified in its security pro-
gram.

[Doc. No. 108, 46 FR 3786, Jan. 15, 1981, as
amended by Amdt. 108–1, 50 FR 25656, June
20, 1985; Amdt. 108–10, 56 FR 41425, Aug. 20,
1991; Amdt. 108–11, 56 FR 48373, Sept. 24, 1991]

§ 108.18 Security Directives and Infor-
mation Circulars.

(a) Each certificate holder required
to have an approved security program
for passenger operations shall comply
with each Security Directive issued to
the certificate holder by the Director
of Civil Aviation Security, or by any
person to whom the Director has dele-
gated the authority to issue Security
Directives, within the time prescribed
in the Security Directive for compli-
ance.

(b) Each certificate holder who re-
ceives a Security Directive shall—

(1) Not later than 24 hours after de-
livery by the FAA or within the time
prescribed in the Security Directive,
acknowledge receipt of the Security
Directive;

(2) Not later than 72 hours after de-
livery by the FAA or within the time
prescribed in the Security Directive,
specify the method by which the cer-
tificate holder has implemented the
measures in the Security Directive;
and

(3) Ensure that information regard-
ing the Security Directive and meas-

ures implemented in response to the
Security Directive are distributed to
specified personnel as prescribed in the
Security Directive and to other per-
sonnel with an operational need to
know.

(c) In the event that the certificate
holder is unable to implement the
measures contained in the Security Di-
rective, the certificate holder shall
submit proposed alternative measures,
and the basis for submitting the alter-
native measures, to the Director of
Civil Aviation Security for approval.
The certificate holder shall submit pro-
posed alternative measures within the
time prescribed in the Security Direc-
tive. The certificate holder shall imple-
ment any alternative measures ap-
proved by the Director of Civil Avia-
tion Security.

(d) Each certificate holder who re-
ceives a Security Directive or Informa-
tion Circular and each person who re-
ceives information from a Security Di-
rective or Information Circular shall—

(1) Restrict the availability of the Se-
curity Directive or Information Cir-
cular and information contained in the
Security Directive or the Information
Circular to those persons with an oper-
ational need to know; and

(2) Refuse to release the Security Di-
rective or Information Circular and in-
formation regarding the Security Di-
rective or Information Circular to per-
sons other than those with an oper-
ational need to know without the prior
written consent of the Director of Civil
Aviation Security.

(Approved by the Office of Management and
Budget under control number 2120–0098)

[Doc. No. 25953, 54 FR 28984, July 10, 1989]

§ 108.19 Security threats and proce-
dures.

(a) Upon receipt of a specific and
credible threat to the security of a
flight, the certificate holder shall—

(1) Immediately notify the ground
and in-flight security coordinators of
the threat, any evaluation thereof, and
any countermeasures to be applied; and

(2) Ensure that the in-flight security
coordinator notifies the flight and
cabin crewmembers of the threat, any
evaluation thereof, and any counter-
measures to be applied.
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